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I am excited to present this new edition of *Proskauer on Privacy*. Again, I would like to thank Proskauer Rose LLP for its continued support of this treatise, and the talented group of authors for their annual updates and valuable contributions.

Much has changed since the publication of the first edition of this book. Privacy law continues to rapidly evolve in an increasingly digital environment. The power of technology—the Internet, wireless broadband, streaming video distribution, cloud computing, mobile devices and applications, big-data analytics, targeted advertising—has opened up new possibilities in e-commerce, marketing, communication, and social interactions. At the same time, however, individuals who are “connected” to the digital world via a laptop or mobile device have, in many cases, implicitly or explicitly granted others access to certain web browsing habits and personally identifiable information, data that has become an important asset for business and government agencies alike.

Ever the over-burdened traffic officer, the law is always playing catch-up with technology when it comes to privacy and data security concerns. Privacy laws in the United States remain a patchwork, consisting of common law principles rooted in federal and state constitutional provisions, federal and state statutes aimed at specific areas of concern such as the privacy of health and financial information, and communications privacy laws concerned with limiting access to communications by law enforcement and third parties. These enactments have been supplemented by administrative regulations and enforcement efforts of various administrative agencies such as the Federal Trade Commission and state consumer protection authorities. In addition, many foreign jurisdictions—most notably, the EU—have their own privacy-related laws, requiring multinational corporations and other entities doing business abroad to comply with another set of laws that are sometimes stricter than those in the United States. Filling in the gap, industry self-regulatory efforts, digital privacy advocates, and the market itself have tried to forge solutions that attempt to buffer the burgeoning online economy with reasonable privacy protections.

All of this is what makes privacy and data security such a dynamic area of law, and I hope our avid interest in the field of privacy is reflected in these pages.

**KRISTEN J. MATHEWS**

October 2016
Preface to the First Edition

As the new editor of Proskauer on Privacy, I would like to thank Proskauer Rose LLP for its continued support of this treatise, and my esteemed cast of authors for their annual contributions.

I would also like to thank my former partner Chris Wolf, the former editor of this treatise, for all that he contributed to its previous published versions. In respect for what he and many others have contributed to this volume since its inception, I leave Chris’s original acknowledgments intact below.

KRISTEN J. MATHEWS
June 2010

† † †

In Mark Twain’s The Adventures of Tom Sawyer, when Aunt Polly told Tom Sawyer to whitewash her fence as punishment for playing hooky from school, Tom persuaded his friends to help. In putting together Proskauer on Privacy, I have felt a little bit like Tom Sawyer. Much of the labor in writing this book was borne by others. This treatise would not have been possible if not for my expert friends who decided, like Tom Sawyer’s friends, that it would be fun to do the work. I should hasten to add that organizing, editing, and writing portions of this volume have hardly been punishment for me. This project has helped me immerse myself—even more than my daily practice allows—in the law of a rapidly developing and increasingly important area. It has been an honor and a privilege to contribute to this volume and to edit the submissions by true scholars in the field.

Primary thanks, of course, go to the contributors themselves. They have dealt with difficult deadlines and a demanding editor. And they have all risen to the challenge of writing concise, practical yet thorough explications of their parts of privacy law.

Special thanks also go to my colleagues Rachel Glickman and Tim Tobin, associates in the Washington, D.C. office of Proskauer, to whom many of the administrative and editorial tasks fell. Along with our former colleague David Rappaport, they worked tirelessly to help me get this book done, and I will be forever in their debt. My appreciation also goes to my long-time Administrative Assistant Peggy Castle and Proskauer Legal Assistant Miguel Andolong, as well as to interns
Michael Burton and Matt Mailloux. The editors and staff at PLI made creation of this treatise a real pleasure.

And, finally, my deep appreciation to the Chair of Proskauer Rose LLP and my friend, Allen Fagin, who supported the idea of this project from the very beginning and who made sure that I always had the needed resources to get the job done right.
Kristen J. Mathews is a partner in Proskauer’s New York office, is head of Proskauer’s Privacy and Data Security Practice Group, and is a member of the Technology, Media and Telecommunications Practice Group. For over a decade, Ms. Mathews has specialized in technology, e-commerce, and media-related transactions and advice, with concentrations in the areas of data privacy, data security, direct marketing, and online advertising. She regularly advises clients on a wide range of matters, including privacy and data security compliance, responding to data security breach incidents, preparing privacy and data security policies, data profiling, behavioral marketing, open-source software issues, financial privacy, payment card data security, and telematics. She is ranked as a top practitioner in her field by Chambers USA, Chambers Global, and Legal 500. She is certified as an information privacy professional by the International Association of Privacy Professionals and is the editor of Proskauer’s A Moment of Privacy e-newsletter and its Privacy Law Blog. Ms. Mathews also chairs Proskauer’s annual Proskauer on Privacy Conference.
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Introduction

The concept of individual privacy has evolved over the course of centuries, and that evolution has only intensified over the course of the last decade. This rapid evolution not only is a challenge to both writers and editors of a treatise focusing on the legal aspects of privacy issues—but also is what makes privacy and data security law such an exciting area of practice.

In a typical constitutional law class during the mid 1990s, discussions of privacy related to search and seizure, freedom of speech and association, and the right to have an abortion. Today, any discussion of privacy would have to include the words “targeted advertising,” “social media,” and “geolocation.”

Advances in technology—particularly in the areas of broadband, the web, cloud computing, mobile apps, big-data analytics—have made it possible, and in fact easy, to aggregate masses of data about individuals into a readily available and searchable format. Information that formerly was housed in file cabinets is now archived in electronic databases that can be accessed remotely. And with many companies still struggling to find a way to make their online or mobile businesses profitable, monetizing their consumer databases has been one of the most obvious choices.

The laws and policies that regulate our conduct are often slow to catch up, and laws that are enacted for a certain purpose sometimes raise unintended privacy issues.

Privacy cannot be discussed without also addressing the issue of data security. Reported data security breaches have increased every year since public reporting began to be required, with so-called mega breaches involving millions of consumers unfortunately becoming an all-too-common occurrence. Data security companies have been engaged in a seemingly endless cat-and-mouse game with online hackers, with each side’s tactics becoming more and more sophisticated. Whether it is from malware, phishing, ransomware, a point-of-sale data scraper, or other intrusion, the new trope—“it’s not if a company will hacked, but when”—has, in many industries, become the unfortunate new reality. Given the current security environment, cybersecurity is no longer merely the work of a company’s IT department, but one of the major concerns of the general counsel and board of directors.
While much attention has been paid to financial identity theft for the last several years, new attention has focused on medical identity theft. Hijacking of one's medical identity can actually cause more harm than mere financial loss by the inclusion of incorrect diagnostic and medical history information in one's medical records. Still, not all of the forty-seven U.S. state breach notification laws include medical information among the types of data that, if compromised, would trigger a consumer notification requirement. The HITECH Act rectified this at the federal level. Still unaddressed, however, is the lack of an efficient method by which victims of medical identity theft can clear their medical records of incorrect and potentially harmful information.

In some cases, the difficulty in updating the laws comes from competing, contradictory policy objectives. Since 9/11, a tension has been growing between the right to privacy and the desire of governments to have access to information about individuals for purposes of law enforcement and counterterrorism. In the wake of the Snowden revelations regarding the extent of U.S. surveillance activities and the ongoing discussion over whether the government should have access to encrypted mobile communications for investigative purposes, the national debate continues over where to draw the line on personal privacy. At the same time that laws are being enacted that require companies to retain consumer information for law enforcement purposes, other laws are being enacted that require companies to dispose of consumer information to protect privacy.

Behavioral marketing is increasingly undergoing both media and legislative scrutiny, but not federal regulation (yet) in the United States. At its inception years ago, online behavioral marketing was largely limited to “contextual ads” tailored to website content and “keyword ads” tailored to user-chosen search terms, each of which raised relatively few eyebrows. More recent forms of behavioral marketing, or targeted advertising, track users as they travel around the web and across multiple devices, and are, therefore, more concerning to privacy advocates than their older siblings. Ad networks and deep packet inspection technology enable ads to be targeted to online users based on the various online properties they visit over time. Also, the accumulation of information derived from such advertising efforts has raised privacy concerns. Privacy advocates even remain concerned about the real risk of reidentification of anonymized data, given the advances of technology. Similarly, cable television providers (and so-called over-the-top [OTT] providers that serve video over the Internet) have begun, in some cases, to serve targeted television ads based on household demographics. So the ad you see may be different from the ad your neighbor sees on the same channel at the same time. The pioneers of these enhanced forms of behavioral marketing will be
challenged by regulators and legislators to either show that they will effectively self-regulate their privacy practices, or else bear the burden of new laws that will impose legally enforceable privacy protections.

Mobile privacy is another area that will see increased regulatory and legislative oversight in the near future. Geolocation technologies enable ads to be targeted to consumers based on their physical location in real time, using the GPS technology on smart phones. Similarly, GPS devices in automobiles are being used by law enforcement to apprehend criminals, by rental car companies to track vehicle whereabouts, and by auto insurers to assess insurance rates. While there has been little regulation in this area so far, more attention to mobile privacy can be expected going forward.

Diverse views on individual privacy internationally also make navigating the privacy arena challenging for global enterprises. Not only is the European privacy regime vastly different from the approach in the United States, but even within the EU, there are some member states that take a strict stance on privacy in their national laws, and other member states that take a less rigid stance. EU privacy regulation has undergone major changes in recent years (for example, the invalidated EU-U.S. Safe Harbor, the approval of the General Data Protection Regulation (GDPR), the uncertainty surrounding “Brexit,” the withdrawal of the United Kingdom from the EU), compelling companies that conduct business internationally to alter their practices. Beyond Europe, countries in the Far East, Asia, and Latin America that previously may not have had strong privacy protections have enacted new laws to keep pace with the new realities of global commerce and online data collection, adding new compliance risks for companies. Doing business globally, therefore, still means defining privacy practices that comply with a host of different national laws.

What we have seen in the area of privacy over the last several years can be said to call into question the legal standard on which privacy rights have been based for decades: Is there a reasonable expectation of privacy? With the rapid evolution of new technologies that manipulate individual data in new, novel, and previously unexpected ways, the answer to that question changes faster than you can say “privacy.”

This treatise attempts to capture the broad range of privacy issues of most interest to enterprises; at the same time it seeks to present those issues with sufficient depth to provide a useful reference and a solid foundation for more detailed research in this fast-paced area of the law.